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(c) Contract sanctity. Contract sanc-
tity provisions are not available for li-
cense applications involving exports
and reexports of high performance
computers.

(d) High performance computer regime.
The United States and Japan partici-
pate in a high performance computer
regime. Other countries are expected to
join. The regime provides uniform and
effective safeguards to protect high
performance computers from unauthor-
ized destinations, end-users and end-
uses.

[61 FR 12786, Mar. 25, 1996, as amended at 61
FR 64283, Dec. 4, 1996; 63 FR 2458, Jan. 15,
1998; 63 FR 5451, Feb. 3, 1998; 63 FR 63143, Nov.
12, 1998; 63 FR 64324, Nov. 19, 1998]

§ 742.13 Communications intercepting
devices.

(a) License requirement. (1) As set
forth in ECCN 5A980, a license is re-
quired for the export or reexport to any
destination, including Canada, of any
electronic, mechanical, or other device
primarily useful for surreptitious
interception of wire or oral commu-
nications. This control implements a
provision of the Omnibus Crime Con-
trol and Safe Streets Act of 1968 (Pub-
lic Law 90–361). This license require-
ment is not reflected on the Country
Chart (Supplement No. 1 to part 738 of
the EAR).

(2) Communications intercepting de-
vices are electronic, mechanical, or
other devices that can be used for
interception of wire or oral commu-
nications if their design renders them
primarily useful for surreptitious lis-
tening even though they may also have
innocent uses. A device is not re-
stricted merely because it is small or
may be adapted to wiretapping or
eavesdropping. Some examples of de-
vices to which these restrictions apply
are: the martini olive transmitter; the
infinity transmitter; the spike mike;
and the disguised microphone appear-
ing as a wristwatch, cufflink, or ciga-
rette pack; etc. The restrictions do not
apply to devices such as the parabolic
microphone or other directional micro-
phones ordinarily used by broadcasters
at sports events, since these devices
are not primarily useful for surrep-
titious listening.

(b) Licensing policy. (1) License appli-
cations will generally be approved for:

(i) A provider of wire or electronic
communication services or an officer,
agent, or employee of, or person under
contract with, such a provider in the
normal course of the business of pro-
viding that wire or electronic commu-
nication service; and

(ii) Officers, agents, or employees of,
or person under contract with the
United States, one of the 50 States, or
a political subdivision thereof, when
engaged in the normal course of gov-
ernment activities.

(2) Other applications will generally
be denied.

(c) Contract sanctity. Contract sanc-
tity provisions are not available for li-
cense applications involving exports
and reexports of communications inter-
ception devices.

(d) U.S. controls. Controls on this
equipment are maintained by the
United States government in accord-
ance with the Omnibus Crime Control
and Safe Streets Act of 1968.

§ 742.14 Significant items: commercial
communications satellites; hot sec-
tion technology for the develop-
ment, production or overhaul of
commercial aircraft engines, com-
ponents, and systems.

(a) License requirements. Licenses are
required for all destinations, except
Canada, for ECCNs having an ‘‘SI’’
under the ‘‘Reason for Control’’ para-
graph. These items include commercial
communications satellites controlled
by ECCN 9A004.a., and hot section tech-
nology for the development, production
or overhaul of commercial aircraft en-
gines controlled under ECCN 9E003.a.1.
through a.12., .f, and related controls.

(b) Licensing policy. Pursuant to sec-
tion 6 of the Export Administration
Act of 1979, as amended (EAA), foreign
policy controls apply to commercial
communications satellites controlled
under 9A004.a. and technology required
for the development, production or
overhaul of commercial aircraft en-
gines controlled by ECCN 9E003.a.1.
through a.12, .f, and related controls.
These controls supplement the na-
tional security controls that apply to
those items. Applications for export
and reexport to all destinations will be
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